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	     Ref.no:  OP-000102-0017/2015

	     Belgrade, 30 March 2015


On the basis of Article 65, para. 1, item 3) of the Law on the Prevention of Money Laundering nd Terrorism Financing (“Official Gazzette of RS”, nos. 20/09, 72/09, 101/10), and Article 44, para 1 if the Law on State Administration ( „Official Gazzette of RS ”, no.101/07), Director of the Administration for the Prevention of Money Laundering passes
DIRECTIVE
ОN PUBLISHING INDICATORS FOR RECOGNIZING SUSPICIOUS TRANSACTIONS RELATED TO TERRORISM FINANCING
Amended list of indicators for recognizing suspicious transactions related to terrorism financing is published on the website of the Administration for the Prevention of Money Laundering.

In line with Article 23 of the Rulebook on Methodology for Implementing the Law on the Prevention of Money Laundering and Terrorism Financing, the obligors are required to include the indicators which are the integral part of this Directive into the list of indicators they develop pursuant to Article 50, para 1. of the Law on the Prevention of Money Laundering and Terrorism Financing.  
The obligors are required to apply this list of indicators as of 1 June 2015. 
INDICATORS FOR RECOGNIZING SUSPICIOUS TRANSACTIONS RELATED TO TERRORISM FINANCING
1. Suspicion that an individual is designated on “black lists“ (consolidated list of 1267 UN SC Resolution Committee, EU, OFAC and other “black lists”) or is linked with designated persons. 
2. Problems with establishing identity of a client – suspicion as to the authenticity of an identification document/misspelt name/a client refuses to cooperate.  

3. An individual is brought in connection with terrorism/terrorism financing/extremism and fundamentalism/religious radicalism by the media. 
4. A client/originator of transaction/beneficiary of funds is linked through their origin/place of residence to a country in which terrorist activities occur/which supports terrorist activities/groups (Afghanistan, Syria, Iraq, Pakistan, etc). 
5. Transaction significantly differs from a client's activities so far in terms of value/pattern, especially if the transactions involves persons from high-risk countries for terrorism financing (Afghanistan, Syria, Iraq, Pakistan, etc).  
6. Frequent payment orders/transfers from/to a foreign country in favour of the same person, with no personal or business relationship, and the client cannot explain the purpose of the transactions. 
7. Several persons with  signatory power over the same account held by an individual, or a non-profit organization ( non-governmental organizations, legacies, associations, funds, religious organizations, etc), with no  family or business relations; frequent changes of persons with signatory power over an NPO's account.
8. Purpose of a transaction in favour of an individual seems suspicious (for example, financial assistance to one's family, financial support, concepts of oriental provenance, etc).
9. Transactions in large amounts on an NPO's account (non-governmental organizations, legacies, associations, funds, religious organizations, etc) especially if there is a discrepancy with programmatic goals of the organization. 
10. Transactions the purpose of which is to build a facility for an NPO (non-governmental organizations, legacies, associations, funds, religious organizations, etc), especially if the beneficiary is an individual that seems unrelated to the project and cannot be linked with construction business. 
11. Incoming transfers from high-risk countries in favour of individuals, who withdraw the funds solely using ATMs. 
12. Transactions that may indicate the procurement  of weapons of mass destruction (WMD), related equipment and technologies, including transactions of persons from a country labelled as a high risk country for the procurement of WMD, trade in dual- use items in terms of the Council Regulation (EC) No 1334/2000, as well as transactions of persons that have no history of such a procurement.  
13. Incomplete details about an originator of transactions in favour of an NPO (non-governmental organizations, legacies, associations, funds, religious organizations, etc.) or in favour of individuals related to the organization. 
14. Suspicion that a client is acting under instructions of another person, who accomopanies him/her most of the time.  
15. A person deposits funds into several accounts (which he holds, or over which he has a signatory power) and requires a transfer of funds in favour of the same person abroad for the purpose of donations. 
16. A client with bad reputation or with assets of dubious source is known to be using virtual currencies, for example bitcoin, litecoin, or is using alternative remittance systems (for example, hawala, hundi) in order to avoid regular financial channels. 
17. Transactions viewed by financial institutions' officers as not being in line with the client's usual activities, based on their experience, knowledge and available information.
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